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1 INTRODUCTION 
 

Lockheed Martin, which issues and escrows encryption keys for its subscribers, has 
chosen to adopt the Key Recovery Policy (KRP) published by the CertiPath Commercial 
Public Key Infrastructure (PKI) Bridge.  This approach was agreed upon by all current 
members of the CertiPath Policy Management Authority, which includes Lockheed 
Martin and other Aerospace and Defense enterprises; and, as such, the CertiPath KRP 
was inherited by all CertiPath members.  Each organization is responsible for mapping 
their internal Key Recovery processes to the CertiPath KRP and documenting that in 
their own Key Recovery Practices Statement (KRPS).  The KPRS is an internal only 
document that is restricted from public viewing.  Each organization’s KRPS is audited 
periodically to ensure that this mapping to the CertiPath KRP is valid and in place. 

 

The CertiPath KRP is publicly available and can be viewed at the following location: 

https://www.certipath.com/library/policy-management-authority/policy-documents 

 

 

http://www.certipath.com/polihttps:/www.certipath.com/library/policy-management-authority/policy-documentscy-docs.htm

